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Privacy Policy 

Last updated: June 3, 2022 

Drum Talk TV Inc. doing business as NFTonKEY (“NFTonKEY,” “We,” “Us,” or “Our”) provides a way for fans to 

own parts of the songs they love, buy and/or sell non-fungible tokens (“NFT”s) on Our marketplace, manage NFTs 

using NFTonKEY digital currency services (as known as custodial or wallet services), and be part of NFTonKEY’s 

exclusive social networks. This Privacy Policy describes Our policies and procedures on the collection, use, and 

disclosure of your information when you use Our sites or other on- or offline offerings (collectively, the “Service”) 

and tells you about your privacy rights and how the law protects you. 

We use your Personal Data (as defined under applicable privacy laws) to provide and improve the Service. By 

using the Service, you agree to the collection and use of information in accordance with this Privacy Policy. 
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1. Collecting and Using Your Personal Data Information We Collect 

Directly 
We collect the following personal data from you when you use Our Service: 

Account Information 

While using Our Service, We or Our service providers may ask you to provide Us with certain personal information. 

This information may include, but is not limited to: 

• Email address 

• First name and last name 

• Whether you are an artist, an artist’s representative, or a collector 
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• Phone number 

• Address, State, Province, ZIP/Postal code, City 

• Bank account information in order to pay for products and/or services within the Service 

Artist submission data 

To sell NFTs on NFTonKEY, We may ask for the following information: 

• Your real name and artist name 

• Your email address 

• Whether you are an artist, label/distributor, agent, management, or other 

• Your preferences with respect to using NFTonKEY (timeframe for releasing NFTs, types of NFTs sold, 

name of assets owned, etc) 

• Details about your asset ownership (percentage owned and desired percentage to sell, whether the asset 

is released, the asset genre, etc.) 

• Your experience with selling NFTs 

NFT Purchase Data 

To make purchases of NFTs or pay for a product and/or a service via bank transfer, We will also collect: 

• Your crypto wallet address 

• Which NFTs you bid on or purchase, and the amounts you pay for each NFT 

• Other information to facilitate the transaction, verify your identity, and comply with Our regulatory 

obligations (sometimes referred to as “Know Your Customer” checks). Such information may include, 

without limitation: date of birth, your passport or national ID card, a bank card statement, or other 

information linking you to an address. 

Social Data 

In connection with Our social network platform, We may also collect: 

• Names of friends you choose to invite 

• Your public facing profile and optional avatar photo 

• Messages you send to and receive from or conversations made with other users 

• Audio, electronic, visual, and similar information 

• Usage Data (as defined below) 

Note that when you use Our interactive features (e.g., messaging and chat features, commenting functionalities, 

forums, blogs, and social media pages), any personal information you provide will be considered “public,” unless 
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otherwise required by applicable law, and is not subject to the privacy protections referenced in this Privacy Policy. 

Please exercise caution before revealing any information that may identify you in the real world to other 

users. 

Your Communications with Us 

We may collect personal information, such as email address, phone number, or mailing address when you request 

information about our Services, register for our newsletter or loyalty program, request customer or technical 

support, apply for a job, or otherwise communicate with us. 

Surveys 

We may contact you to participate in surveys. If you decide to participate, you may be asked to provide certain 

information, which may include personal information. 

Sweepstakes or Contests 

We may collect personal information you provide for any sweepstakes or contests that we offer, including 

information needed for tax purposes. In some jurisdictions, we are required to publicly share information of 

sweepstakes and contest winners. 

Conferences, Trade Shows, and Other Events 

We may collect personal information from individuals when we attend or host conferences, trade shows, and 

other events. 

Business Development and Strategic Partnerships 

We may collect personal information from individuals and third parties to assess and pursue potential business 

opportunities. 

Job Applications 

We may post job openings and opportunities on our Services. If you reply to one of these postings by submitting 

your application, CV and/or cover letter to us, we will collect and use this information to assess your qualifications. 

Usage Data 

Usage Data is collected automatically when using the Service. Usage Data may include information such as your 

device's Internet Protocol address (e.g. IP address), browser type, browser version, the pages of Our Service that 

you visit, the time and date of your visit, the time spent on those pages, unique device identifiers and other 

diagnostic data. 

When you access the Service by or through a mobile device, We may collect certain information automatically, 

including, but not limited to, the type of mobile device you use, your mobile device unique ID, the IP address of 

your mobile device, your mobile operating system, the type of mobile Internet browser you use, unique device 

identifiers and other diagnostic data. 

We may also collect information that your browser sends whenever you visit Our Service or when you access the 

Service by or through a mobile device. 

Information from Third Parties 

We collect the following types of personal information from you 

from third parties: 

For Digital Currency Services. 

In accordance with the applicable law, We or Our service providers may obtain information about you from public 

databases, credit bureaus and ID verification service providers for the purpose of verifying your identity. Such 

information may include name, address, publicly available information, credit history, status on any sanctions’ lists 

maintained by public authorities, and other relevant data. We obtain such information to comply with Our legal 

obligations, such as anti-money laundering laws. In some cases, We may process additional data about you to 

assess risk and ensure Our Services are not used fraudulently or for other illicit activities. 
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Third-Party Social Media Services 

NFTonKEY allows you to create an account and log in to use the Service through the following Third-party Social 

Media Services: 

• Google 

• Facebook 

• Twitter 

If you decide to register through or otherwise grant Us access to a Third-Party Social Media Service, We may 

collect Personal data that is already associated with your Third-Party Social Media Service's account, such as your 

name, your email address, your activities, or your contact list associated with that account. If you decide to register 

through or otherwise grant Us access to a Third-Party Social Media Service, We may collect Personal data that is 

already associated with your Third-Party Social Media Service's account depending on the information you choose 

to share, such as your name, your email address, your activities or your contact list associated with that account. 

Our Service may contain social media buttons, such as Twitter, Reddit, Instagram, or Discord, which might include 

widgets such as the “share this” button or other interactive mini programs). These features may collect your IP 

address and which page you are visiting on Our Service, and may set a cookie to enable the feature to function 

properly. Your interactions with these platforms are governed by the privacy policy of the company providing it. 

Tracking Technologies and Cookies 

We use Cookies and similar tracking technologies to track the activity on Our Service and store certain 

information. “Tracking Technologies” include beacons, tags, and scripts to collect and track information and to 

improve and analyze Our Service. The Technologies We use may include: 

• Cookies. A cookie is a small file placed on your device. You can instruct your browser to refuse all 

Cookies or to indicate when a Cookie is being sent. However, if you do not accept Cookies, you may not 

be able to use some parts of Our Service. Unless you have adjusted your browser setting so that it will 

refuse Cookies, Our Service may use Cookies. 

• Web Beacons. Certain sections of Our Service and Our emails may contain small electronic files known 

as Web beacons (also referred to as clear gifs, pixel tags, and single-pixel gifs) that permit NFTonKEY, for 

example, to count users who have visited those pages or opened an email and for other related Website 

statistics (for example, recording the popularity of a certain section and verifying system and server 

integrity). 

Cookies can be "Persistent" or "Session" Cookies. Persistent Cookies remain on your personal computer or mobile 

device when you go offline, while Session Cookies are deleted as soon as you close your Web browser. We use 

both Session and Persistent Cookies for the purposes set out below: 

• Necessary / Essential Cookies 

• Type: Session Cookies 

• Administered by: Us 

• Purpose: These Cookies are essential to provide you with services available through the Website 

and to enable you to use some of its features. They help to authenticate users and prevent 

fraudulent use of user accounts. Without these Cookies, the services that you have asked for 

cannot be provided, and We only use these Cookies to provide you with those services. 

• Cookies Policy / Notice Acceptance Cookies 

• Type: Persistent Cookies 
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• Administered by: Us 

• Purpose: These Cookies identify if users have accepted the use of cookies on the Website. 

• Functionality Cookies 

• Type: Persistent Cookies 

• Administered by: Us 

• Purpose: These Cookies allow us to remember choices you make when you use the Website, 

such as remembering your login details or language preference. The purpose of these Cookies 

is to provide you with a more personal experience and to avoid you having to re-enter your 

preferences every time you use the Website. 

• Tracking and Performance Cookies 

• Type: Persistent Cookies 

• Administered by: Third-Parties 

• Purpose: These Cookies are used to track information about traffic to the Website and how 

users use the Website. The information gathered via these Cookies may directly or indirectly 

identify you as an individual visitor. This is because the information collected is typically linked 

to a pseudonymous identifier associated with the device you use to access the Website. We may 

also use these Cookies to test new pages, features, or new functionality of the Website to see 

how Our users react to them. 

2. Use of Your Personal Data 

NFTonKEY may use Personal Data for the following purposes: 

• To provide and maintain Our Service, including to monitor the usage of Our Service. 

• To manage your Account: to manage your registration as a user of the Service. The Personal Data you 

provide can give you access to different functionalities of the Service that are available to you as a 

registered user. 

• For the performance of a contract: the development, compliance and undertaking of the purchase 

contract for the products, items, or services you have purchased or of any other contract with Us through 

the Service. 

• To maintain legal and regulatory compliance: For digital currency services, We are required to 

collect, use, and store your personal information such as verifying your identity in order to comply 

with anti-money laundering laws across jurisdictions. 

• To contact you: To contact you by email, telephone calls, SMS, or other equivalent forms of electronic 

communication, such as a mobile application's push notifications regarding updates or informative 

communications related to the functionalities, products, or contracted services, including the security 

updates, when necessary or reasonable for their implementation. 

• To provide you with news, special offers and general information about other goods, services and 

events which We offer that are similar to those that you have already purchased or enquired about 

unless you have opted not to receive such information. 

• To manage your requests: To attend and manage your requests to Us, and to provide you with support 

and to respond to your inquiries, including to investigate and address your concerns and monitor and 

improve Our Service. 
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• To respond to law enforcement requests and as required by applicable law, court order, or 

governmental regulations. 

• For internal administrative and auditing purposes. 

• To detect security incidents and protect against malicious, deceptive, fraudulent, or illegal activity, 

including, when necessary, to prosecute those responsible for such activities. 

• For business transfers: We may use your information to evaluate or conduct a merger, divestiture, 

restructuring, reorganization, dissolution, or other sale or transfer of some or all of Our assets, whether as 

a going concern or as part of bankruptcy, liquidation, or similar proceeding, in which Personal Data held 

by Us about Our Service users is among the assets transferred. 

• For other purposes: We may use your information for other purposes, such as data analysis, identifying 

usage trends, determining the effectiveness of Our promotional campaigns and to evaluate and improve 

Our Service, products, services, marketing, and your experience. 

• Automated Decision Making. We may engage in automated decision making, including profiling. 

NFTonKEY’s processing of your personal information will not result in a decision based solely on 

automated processing that significantly affects you unless such a decision is necessary as part of a 

contract We have with you, We have your consent, or We are permitted by law to engage in such 

automated decision making. If you have questions about Our automated decision making, you may 

contact Us as set forth below. 

• De-identified and Aggregated Information. We may use personal information and other information 

about you to create de-identified and/or aggregated information, such as de-identified demographic 

information, information about the device from which you access Our Service, or other analyses We 

create. 

• Share Content with Friends or Colleagues. Our Service may offer various tools and functionalities. For 

example, We may allow you to provide information about your friends through Our referral services. Our 

referral services may allow you to forward or share certain content with a friend or colleague, such as an 

email inviting your friend to use Our Service. Please only share with us contact information of people 

with whom you have a relationship (e.g., relative, friend neighbor, or co-worker). 

3. Retention of your Personal Data 
NFTonKEY will retain your Personal Data only for as long as is necessary for the purposes set out in this Privacy 

Policy. We will retain and use your Personal Data to the extent necessary to comply with Our legal obligations (for 

example, if We are required to retain your data to comply with applicable laws), resolve disputes, and enforce Our 

legal agreements and policies.4.  

4. International Transfer of your Personal Data 
Your information, including Personal Data, is processed at NFTonKEY's operating offices and in any other places 

where the parties involved in the processing are located. It means that this information may be transferred to — 

and maintained on — computers located outside of your state, province, country, or other governmental 

jurisdiction, including the United States, where the data protection laws may differ than those from your 

jurisdiction. 

NFTonKEY will take all steps reasonably necessary to ensure that your data is treated securely and in accordance 

with this Privacy Policy. 

5. Disclosure of Your Personal Data 
We may share your personal information in the following situations: 
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• With Service Providers: We may share your personal information with Service Providers to verify your 

identity, monitor and analyze the use of Our Service, for payment processing, to contact you. 

• With Affiliates: We may share your information with Our affiliates, in which case We will require those 

affiliates to honor this Privacy Policy. Affiliates include Our parent NFTonKEY and any other subsidiaries, 

joint venture partners or other companies that We control or that are under common control with Us. 

• With business partners: We may share your information with Our business partners to offer you certain 

products, services, or promotions you have requested, or products or services We offer jointly. 

• Advertising Partners: We may share your personal information with third-party advertising partners. 

These third-party advertising partners may set Tracking Technologies and other tracking tools on Our 

Service to collect information regarding your activities and your device (e.g., your IP address, cookie 

identifiers, page(s) visited, location, time of day). These advertising partners may use this information 

(and similar information collected from other services) for purposes of delivering personalized 

advertisements to you when you visit digital properties within their networks. This practice is commonly 

referred to as “interest-based advertising” or “personalized advertising.” 

• With other users: when you share personal information or otherwise interact in the public areas with 

other users, such information may be viewed by all users and may be publicly distributed outside. If you 

interact with other users or register through a Third-Party Social Media Service, your contacts on the 

Third-Party Social Media Service may see your name, profile, pictures and description of your activity. 

Similarly, other users will be able to view descriptions of your activity, communicate with you and view 

your profile. 

• With your consent: We may disclose your personal information for any other purpose with your 

consent. 

• Business Transactions: If We are involved in a merger, acquisition, financing due diligence, 

reorganization, bankruptcy, receivership, purchase or sale of assets, or transition of service to another 

provider, your information may be sold or transferred as part of such a transaction, as permitted by law 

and/or contract. 

• Disclosures to Protect Us or Others: We may access, preserve, and disclose any information We 

store associated with you to external parties if We, in good faith, believe doing so is required or 

appropriate to: comply with law enforcement or national security requests and legal process, such 

as a court order or subpoena; protect your, Our, or others’ rights, property, or safety; enforce Our 

policies or contracts; collect amounts owed to us; or assist with an investigation or prosecution of 

suspected or actual illegal activity. 

6. Security of Your Personal Data 
The security of your Personal Data is important to Us, but remember that no method of transmission over the 

Internet, or method of electronic storage is 100% secure. While We strive to use commercially acceptable means 

to protect your Personal Data, We cannot guarantee its absolute security. To the fullest extent permitted by 

applicable law, We do not accept liability for unauthorized disclosure. 

By using Our Service or providing personal information to us, you agree that We may communicate with you 

electronically regarding security, privacy, and administrative issues relating to your use of Our Service. If We learn 

of a security system’s breach, We may attempt to notify you electronically by posting a notice on Our Service, by 

mail or by sending an email to you. 

7. Analytics and Email Marketing 

Analytics 

We may use third-party Service providers to monitor and analyze the use of Our Service. For example, Google 

Analytics is a Web analytics service offered by Google that tracks and reports Website traffic. Google uses the data 
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collected to track and monitor the use of Our Service. This data is shared with other Google services. Google may 

use the collected data to contextualize and personalize the ads of its own advertising network. For more 

information, please visit Google Analytics’ Privacy Policy. To learn more about how to opt-out of Google Analytics’ 

use of your information, please click here. 

Another example is Facebook Connect. For more information, please visit Facebook’s Data Policy. You can object 

to the collection of your data by Facebook pixel, or to the use of your data for the purpose of displaying Facebook 

ads by contacting the following address while logged into your Facebook account: 

https://www.facebook.com/settings?tab=ads. 

Email Marketing 

We may use your Personal Data to contact you with newsletters, marketing or promotional materials and other 

information that may be of interest to you. You may opt-out of receiving any, or all, of these marketing 

communications from Us by following the unsubscribe link or instructions provided in any email We send, or by 

contacting Us. Note that you will continue to receive important transactional emails from us, for example 

notification of updates to this Privacy Policy. 

8. Legal Basis for Processing Personal Data under GDPR 
We may process Personal Data under the following conditions: 

• Consent: you have given your consent for processing Personal Data for one or more specific purposes. 

• Performance of a contract: Provision of Personal Data is necessary for the performance of an 

agreement with you and/or for any pre-contractual obligations thereof. 

• Legal obligations: Processing Personal Data is necessary for compliance with a legal obligation to which 

NFTonKEY is subject. 

• Vital interests: Processing Personal Data is necessary in order to protect your vital interests or of 

another natural person. 

• Public interests: Processing Personal Data is related to a task that is carried out in the public interest or 

in the exercise of official authority vested in NFTonKEY. 

• Legitimate interests: Processing Personal Data is necessary for the purposes of the legitimate interests 

pursued by NFTonKEY. 

In any case, NFTonKEY will gladly help to clarify the specific legal basis that applies to the processing, and in 

particular whether the provision of Personal Data is a statutory or contractual requirement, or a requirement 

necessary to enter into a contract. 

9. Your Rights 

Website 

You can opt out of receiving ads that are personalized as served by Our Service Providers by following Our 

instructions presented on the Service: 

• The NAI's opt-out platform: http://www.networkadvertising.org/choices/ 

• The EDAA's opt-out platform http://www.youronlinechoices.com/ 

• The DAA's opt-out platform: http://optout.aboutads.info/?c=2&lang=EN 

The opt out will place a cookie on your computer that is unique to the browser you use to opt out. If you change 

browsers or delete the cookies saved by your browser, you will need to opt out again. 

http://www.google.com/policies/privacy/partners/
http://tools.google.com/dlpage/gaoptout
https://www.facebook.com/policy.php?ref=pf
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Mobile Devices 

Your mobile device may give you the ability to opt out of the use of information about the apps you use in order 

to serve you ads that are targeted to your interests: 

• "Opt out of Interest-Based Ads" or "Opt out of Ads Personalization" on Android devices 

• "Limit Ad Tracking" on iOS devices 

You can also stop the collection of location information from your mobile device by changing the preferences on 

your mobile device. 

"Do Not Track" Policy 

Do Not Track (“DNT”) is a privacy preference that users can set in certain Web browsers. Please note that We do 

not respond to or honor DNT signals or similar mechanisms transmitted by Web browsers. 

Your Legal Rights 

NFTonKEY undertakes to respect the confidentiality of your Personal Data and to guarantee you can exercise your 

rights. 

Depending on the law in your jurisdiction, you may have the following rights: 

• Request access to Your Personal Data. In some cases, you may be able access, update or request 

deletion of your Personal Data directly within your account settings section. 

• Request correction of the Personal Data that We hold about You. You have the right to have any 

incomplete or inaccurate information We hold about you corrected. 

• Object to processing of Your Personal Data. You may object where Our processing is based on Our 

legitimate interest, or where We are processing your Personal Data for direct marketing purposes. 

• Request erasure of Your Personal Data. You have the right to ask Us to delete or remove Personal 

Data when there is no good reason for Us to continue processing it. 

• Request the transfer of Your Personal Data. Subject to applicable law, We will provide to you, or to a 

third-party you have chosen, your Personal Data in a structured, commonly used, machine-readable 

format. 

• Withdraw Your consent. You have the right to withdraw your consent on using your Personal Data. If 

you withdraw your consent, We may not be able to provide you with access to certain specific 

functionalities of the Service. 

Exercising of Your Data Protection Rights 

You may exercise your rights of access, rectification, cancellation and opposition by contacting Us as set forth 

below. Please note that We may ask you to verify your identity before responding to such requests, such as by 

asking you questions about your use of the Service. If you make a request, We will try Our best to respond to you 

as soon as possible. 

You have the right to complain to a Data Protection Authority about Our collection and use of your Personal Data. 

For more information, if you are in the European Economic Area (EEA), please contact your local data protection 

authority in the EEA. 

10. CCPA Privacy 
This Supplemental California Privacy Notice only applies to Our processing of personal information that is subject 

to the California Consumer Privacy Act of 2018 (“CCPA”). The CCPA provides California residents with the right to 

know what categories of personal information NFTonKEY has collected about them and whether NFTonKEY 

disclosed that personal information for a business purpose (e.g., to a service provider) in the preceding 12 months. 

California residents can find this information below: 
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The categories of sources from which We collect personal information and Our business and commercial purposes 

for using personal information are compliant with the CCPA.  

Sale of Personal Information 

NFTonKEY does not “sell” personal information, nor do We have actual knowledge of any “sale” of personal 

information of minors under 16 years of age, as the term “sell” is commonly understood. That said, We do share 

information with third-party advertisers for the purpose of promoting Our Services. To the extent that such 

sharing is considered a “sale” under the CCPA, you may opt-out of having your information shared by disabling 

third-party cookies on your device, or by contacting us as set forth below. 

Your Rights under the CCPA 

• The right not to be discriminated against. you have the right not to be discriminated against for 

exercising any of your consumer's rights under the CCPA. 

• Authorized Agent. Only you, or someone legally authorized to act on your behalf, may make a verifiable 

consumer request related to your personal information. You may also make a verifiable consumer 

request on behalf of your minor child. To designate an authorized agent, please contact us as set forth 

below and provide written authorization signed by you and your designated agent. 

• Verification. To protect your privacy, We will take steps the following steps to verify your identity before 

fulfilling your request. When you make a request, We will ask you to provide sufficient information that 

allows us to reasonably verify you are the person about whom We collected personal information or an 

authorized representative, which may include asking you to answer questions regarding your account 

and use of Our Services. 

• Refer-a-Friend and Similar Incentive Programs. As described above in How We Use Your Personal 

Information (“Share Content with Friends or Colleagues”), We may offer referral programs or other 

incentivized data collection programs. For example, We may offer incentives to you such as discounts or 

promotional items or credit in connection with these programs, wherein you provide your personal 

information in exchange for a reward, or provide personal information regarding your friends or 

colleagues (such as their email address) and receive rewards when they sign up to use Our Services. (The 

referred party may also receive rewards for signing up via your referral.) These programs are entirely 

voluntary and allow us to grow Our business and provide additional benefits to you. The value of your 

data to us depends on how you ultimately use Our Services, whereas the value of the referred party’s 

data to us depends on whether the referred party ultimately becomes a user and uses Our Services. Said 

value will be reflected in the incentive offered in connection with each program. 

If you are a California resident and would like to exercise any of your rights under the CCPA, please contact us as 

set forth below. We will process such requests in accordance with applicable laws. This Privacy Policy uses 

industry-standard technologies and was developed in line with the World Wide Web Consortium’s Web Content 

Accessibility Guidelines, version 2.1. If you wish to print this policy, please do so from your Web browser or by 

saving the page as a PDF. 

California's Shine the Light Law 

Under California Civil Code Section 1798 (California's Shine the Light law), California residents with an established 

business relationship with us can request information once a year about sharing their Personal Data with third 

parties for the third parties' direct marketing purposes. 

If you'd like to request more information under the California Shine the Light law, and if you are a California 

resident, you can contact Us using the contact information provided below. 

California Privacy Rights for Minor Users (California Business and Professions Code Section 22581) 

California residents under the age of 18 who are registered users of online sites, services, or applications may 

request and obtain removal of content or information they have publicly posted. To request removal of such data 

subject to applicable law, and if you are a California resident, you can contact Us using the contact information 

provided below, and include the email address associated with your account. 

11. Supplemental Notice for Nevada Residents 
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If you are a resident of Nevada, you have the right to opt-out of the sale of certain Personal Information to third 

parties who intend to license or sell that Personal Information. You can exercise this right by contacting us at 

support@nftonkey.com with the subject line “Nevada Do Not Sell Request” and providing us with your name and 

the email address associated with your account. Please note that We do not currently sell your Personal 

Information as sales are defined in Nevada Revised Statutes Chapter 603A. If you have any questions, please 

contact us as set forth below. 

12. Children's Privacy 
Our Service does not address anyone under the age of 13. We do not knowingly collect personally identifiable 

information from anyone under the age of 13. If you are a parent or guardian and you are aware that your child 

has provided Us with Personal Data, please contact Us. If We become aware that We have collected Personal Data 

from anyone under the age of 13 without verification of parental consent, We take steps to remove that 

information from Our servers. 

If We need to rely on consent as a legal basis for processing your information and your country requires consent 

from a parent, We may require your parent's consent before We collect and use that information. 

13. Links to Other Websites 
Our Service may contain links to other Websites that are not operated by Us. If you click on a third-party link, you 

will be directed to that third party's site. We strongly advise you to review the Privacy Policy of every site you visit. 

We have no control over and assume no responsibility for the content, privacy policies or practices of any third-

party sites or services. 

14. Changes to this Privacy Policy 
We may update Our Privacy Policy from time to time. We will notify you of any changes by posting the new 

Privacy Policy on this page. 

We will let you know via email and/or a prominent notice on Our Service, prior to the change becoming effective 

and update the "Last updated" date at the top of this Privacy Policy. 

You are advised to review this Privacy Policy periodically for any changes. Changes to this Privacy Policy are 

effective when they are posted on this page. 

15. Contact Us 
If you have any questions about this Privacy Policy, you can contact us by email at support@nftonkey.com 

Drum Talk TV doing business as NFTonKEY 

660 East Ash Street, Globe,  

AZ, 85501-1812,  

United States of America 


